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Introduction

In this tutorial we describe the steps to install the formmail script for DA-FormMaker on your own
webspace. The installation allows you to run your forms independently.

Problems with the installation of the script / installation service
If you have any questions or problems, please just contact our support:

. https://da-software.net/en/contact/

We are also happy to install the script for you. You can find the information about our installation
service here:

. https://da-software.net/support/installationservice-fuer-php-formmail-scripte/

System requirements

The following system requirements apply to the script:

. PHP 7.4, PHP 8
o MySQL-database (optional)
o Linux / Unix Server (Windows limited support)

License terms

As a buyer of DA-FormMaker software you may use this script without any restrictions. You may
install the script on your servers as often as you like. It is also allowed to install and distribute it on
customer web servers.

You may modify the script according to your wishes at your own risk, as well as commission third
parties to modify the script.

The script and the associated files are sold without any functional guarantee for the hardware or
software used in the environment. The risk of the use of the script is incumbent on the licensee, any
reimbursements in case of a legal case extend at most to the purchase price of the license. The
license can be used for an unlimited period of time.

The script contains further open source components, each with its own license (folder vendor).


https://da-software.net/support/installationservice-fuer-php-formmail-scripte/
https://da-software.net/en/contact/

Script installation
The latest version of the script is available on our website:

https://secure.da-software.de/DA-FormMaker/index.html

The download is a ZIP archive. For the installation this must be unpacked.
BN > ThisPC » Desktop »

Mame Date modified
m DA_FormMailer_V4 26/01,/2022 09:56
‘*
Setting up ,,config.php”

The configuration of the script is done via the file "config.php". Open this with a text editor. An editor
like Notepad++ is recommended.

B Citem piformmailer\formmail_v$config.php - Notepad++

File Edit 5Search VYiew Encoding Language Settings Tools Macre Run Pluging  Window
pee S o & | g% | BE|=1E2H
E-]cunﬁg.phpml

1 El=zphp

2 include_oncel(' _logic/mail.php');

g H

5 // Honfiguration IP-Sperre / Configuration IP lock

= 'y

7 $iplock = @; //IP-Sperre aktivieren @ = aus ; 1 = an / IP lock active @

8 $iplocktime = 66; //Dauer der IP-Sperre in Sekunden / Duration of the ip

9

1@ i

11 JfVerwenden Sie eine Datei oder eine Datenbank fir die IP-Sperre, falls !
12 Jfheine Datenbank ist fiir IP-Sperre als Datei erferderlich

13 '

When saving, make sure that the file is saved as UTF-8 file, without BOM.

Encoding  Language Settings  Tools  Maa
ANSI g |
i UTF-3-BOM y
(d UTF-16 BEBOM
UTF-16 LE BOM

Otherwise, errors may occur during script execution. In the file you will find various sections and
settings. Also pay attention to the notes in the file.


https://secure.da-software.de/DA-FormMaker/index.html

IP lock

IP blocking checks whether the form has already been sent from an IP address within a specified
time. If yes, the form will not be sent again. The lock serves as a protection against mass submission
of the form. To enable it, set the value to 1:

Siplock = 0; // IP lock active 0 = off;; 1 = on

You can also specify the time within which the lock should apply:
Siplocktime = 60; // Duration of the ip lock

The value is in seconds.

IP database or text file

To use IP blocking, the IP addresses of the users must be stored for the specified time. This can be
done either in a MySQL database or in a text file. If you want to use the text file, set the following
setting in the "config.php":

Sconf_iplock_type = IpCheckType::FILE;
To use the MySQL database:
Sconf_iplock_type = IpCheckType::DB;

Our recommendation is to use the database, because it allows parallel accesses. Using the text file is
recommended only if you cannot use a MySQL database.

Database access

The database is used for captcha and IP lock. If you want to use captcha and IP lock with database,
enter the access data here:

Sdbname = 'formmail’; // database name
Sdbhost = 'localhost’; // database server
Sdbuser = 'root’; // user name
Sdbpass ="; // password

Activate log function

With the log function, the e-mails are additionally stored in the "archiv" folder.
Sconf_log = 0; //1 = Log active

Activate spam filter

Use the following option to enable the spam filter:

Sconf_antispam = 1;

The spam filter analyzes the e-mails and discards spam messages. As a rule, it is recommended to use
the spam filter. We will explain the exact function of the spam filter and how to set it up in a later
chapter.

If you want to test the function of the spam filter, you can not only discard spam mails, but also send
them to your own e-mail address for checking. This is possible with the following setting:

Sconf_antispam_copy_mail = 1;
Sconf_antispam_mail_address = "devnull@ekiwi.de";



If the setting is set to "1", spam messages are not discarded but sent to the mail address. This allows
you to check if the spam filter is working correctly.

Error pages

Various settings for error pages follow. Partly these pages can be overwritten by the form. If none are
specified in the form, these will be used.

SIPErrorPage = 'https://www.ekiwi-scripts.de/form/errorpages/blockip.htm’;

Sets the error page that appears when IP blocking prevents sending.
SCaptchaErrorPage = 'https://www.ekiwi-scripts.de/form/errorpages/blockcaptcha.htm’;
Sets the error page that appears when an invalid captcha has been entered.
SFileErrorPage = 'https://www.ekiwi-scripts.de/form/errorpages/blockfile.htm’;

Sets the error page that appears when the maximum configured file size has been exceeded. You can
set the maximum file size with the following setting:

Smax_attach_size = 5000000;
The specification is in bytes. 1 megabyte corresponds to 1048576 bytes.
SBlockFilePage = 'https://www.ekiwi-scripts.de/form/errorpages/blockfiletype.htm’;

The error page for file uploads that are not allowed. By default, all file types are allowed for upload.
To allow only certain file types, modify this line:

SBlockFileList = array();
To allow only certain file types or extensions, specify them in the array:
SBlockFileList = array( ".pdf", ".exe", ".doc", ".xIs");

Entries are separated by commas and must be specified in quotation marks and periods.

Configuration for sending mail

Another important point is the sending method, you can choose between Sendmail and SMTP:
Sc_mail_send_type = MailSend::Sendmail;

or

Sc_mail_send_type = MailSend::SMTP;

Sendmail sends the emails directly via the web server. This variant requires no further configuration,
but has the disadvantage that spam filters sometimes filter out the mails if they come from a rather
unknown server.

We recommend the SMTP configuration for this. To do this, you create an SMTP account at your web
hoster and then enter the access data in config.php:

Sc_smtp_host = "localhost"; //Serveraddress
Sc_smtp_username = "ihrname@example.com”; //Username
Sc_smtp_password = "ihrpasswort"; //Password

The transmission is encrypted, if the port differs, it can be set with the following setting:

Sc_smtp_port = 587,



In case of problems with sending e-mails, e.g. mails do not arrive, it may help to define a default
sender:

Sc_standard_mail = "andy.dunkel@ekiwi.de";

This e-mail address is then always used as the sender e-mail and should correspond to an existing
address belonging to the server or web space.

If problems occur during sending, SMTP debugging can be activated:
Sc_smtp_debug = true;

If the setting is set to "true", a detailed output takes place after sending. Error messages and
warnings are then output here. For productive operation, the setting must be set to "false" again.

Settings captcha

In this section the captcha can be configured, e.g. number of glitches, colors etc.. The details can be
found in the "config.php".



Upload of the script

After you have finished configuring the script, you can transfer the script to your web space using an

FTP program.

Local site: | c\OneDrive\_htdocs\formmail-daformisourcel, Remote site: | Swwew/ekiwi/formtest/daform
o - source : form
formmail_dabestell formtest
fslightbox - ¥ bestell
img daform
Filename Filesize Filetype Last moedified Filename
.idea File folder 1/31/2022 10:09:45... _logic
_logic File folder 1/31/2022 8:47:37 ... archiv
archiv File folder 1 filetemp
filetemp File folder 1/25/2022 T:46:24 ... fonts
fonts File folder 1/1/2022 7:24:43 PM vendor
vendor File folder 1/7/2022 10:40:02 ... D .htaccess
[7] htaccess 113 HTACCESSFile  1/1/2022 7:24:43 PM B _anleitung.html
n _anleitung.html 541 Firefox HTML ... 1/1/2022 7:24:43 PM _blacklist.txt
hlarklict tt 58 Tewt-Muelldatei 1/2/2027 Q-NR-2T PM COPVRIGHT TYT
31 files and & directories, Total size: 114,832 bytes 31 files and 5 directories, Total size: 239,985 bytes

Setup the database

If you want to use the Catpcha function or the IP lock is configured for MySQL, you must now set up
the MySQL tables. To do this, create a MySQL database in the admin area of your web host. Then call
the installation of the formmail script in the browser by calling the "sqlinstall.php" file of the script.

https://yourserver.de/pfad/formmail_v4/sqlinstall.php

Installation MySQL-Tabellen /
Installation MySQL tables

Zugangsdaten fiir MySQL / Credentials for MySQL:

Datenbankserver / Server name:

localhost

Datenbankname / Database name:

formmailer

Benutzername / User name:

root

Passwort / Password:

Tabellen installieren / Install tables

Enter the access data to the database and click on "Install tables". The tables will now be created in
the database. It is recommended to delete the file "sqglinstall.php" from the webspace after the

setup.


https://yourserver.de/pfad/formmail_v4/sqlinstall.php

Assign file permissions

If your forms use file uploads, the "filetemp" folder must have write permissions for the script. The
"archiv" folder also needs write permissions if the archive function is enabled.

The following setting is exemplary and depends on the configuration of your web hoster:

""" H HESLEN
- daform
— - Change file attributes
Filename .
Pleaze zelect the new attributes for the selected
- directories,
___—l':'L Chwiner permissions
—archiv B Read [ Wirite [ Execute
> filetemE
= fonts Group permissicns
wvendor Read [ Write Execute
D htaccess . -
. Public permissions
n _anleitung.html Read Wi ey
_blacklist.txt | Read | [Wrte | Execute
COPVRIGHT THT .
Mumeric value:  [770
Selected 2 directories. - Iﬂ
You can use an x at any position to keep the permission [—

Provided that you have set up the IP lock as a file, the "iplog.txt" file also requires write permissions.
Filename Filesize Filetype Last mc

D composer.lock

Change file attributes

= config.php
= db.php Please select the new attributes for the file "iplock.tet". 2
= diag.php Owner permissions o0
= excel.php B Read B write [ Execute D2
= i1 o i)
E | iplocktxt Group permissions . N2
Bl Read [ Write 2
B mail_de.htm Public permissions 20
B rnail de ndf hten oy

_ |Read [ |Write | |Execute

Celerterd 1 file Thtal cize N hatec



Error diagnostics

If you have problems with the execution of the script, you can activate the diagnostic function,
rename the file "diag.__" to "diag.php".

Filenarne Filesize Filetype

D composer.lock 31118 LOCK File
= config.php 10.747  PHP-Cue
= db.php 11 PHP-Cue
L} diag.php 12026 PHP-Qué
= excelphp 700 PHP-Cue
= formmail_vd.php 8.835 PHP-Cue

You can then call up this page in the browser. The list contains the current configuration and also
shows warnings and errors.

Formmail-Script Diagnose

Script-Einstellungen

iplock 0
iplocktime 60
dbname

dbhost

dbuser

Config Log 0

Note: If you have problems with the installation, then activate the diagnostics and send us the link to
the diagnostics, along with your request.



Spam filter
If the spam filter is enabled, the following spam filters are activated.

Blacklist

A blacklist or text file can be used to filter e-mails containing certain terms. If an entry appears in the
list, the e-mail is filtered. We keep a daily updated spam list for our formmail scripts, which can be
downloaded directly from us.

Example of blacklist filtering for "folmax.pw":

Teleton: 0307 & =8

EMail: jacksw == (R e m
Frage: Mllscke, Abfallscke alle
Sorten.
Gewebescke., Kartoffelscke.
Laubscke.
Raschelscke. Zwiebelscke.
Spnescke.

Hochwertige Waren wvom
Produzent. Fabrikverkauf.
Versand am gleichen Tag
aus Frankfurt. Bis 95 %
gnstiger als auf dem Markt.

Arbeitshandschuhe und
Vieles mehr.

Info auf: folmax.pw

Mit freundlichen Gr
Zustimmung: Aktiviert

The blacklist is kept in the file "_blacklist.txt".

Filename h Filesize Filetype
fonts File folder
wvendor File folder

[ .htaccess 218 HTACCESS ..

B _anleitung.html 541  Firefox HT...

E] _blacklist.tct 125718 Text-Quell...
_COPYRIGHT.TXT 1514 Text-Cuell...
_version.bt 1278 Text-Cuell...




The file contains the terms that will be filtered for. One term per line:

4p _blacklist.txt

buy levitra

canadian online pharmacy
cialis

levitra

viagra

Oomasex

pricelevitra

We ourselves maintain and update a predefined blacklist with the latest spam terms. You can
download this from the following address:

https://ekiwi-scripts.de/antispam/spam.php

Automatic update of the blacklist

You can also update the blacklist automatically from our server via the file "update_blacklist.php".
First edit the file with a text editor and enter a random secret.

27 Ssecret = 'I'.‘

For security reasons, this must be passed as a parameter when calling the page:

https://yourserver.de/formmail_v4/update_blacklist.php?secret=444555

The file "_blacklist.php" must be assigned write permissions before. Call the file in the browser, the
blacklist will now be downloaded and installed.

Success: blacklist updates: 125718 bytes written

Erfolg: Blacklist geupdatet: 125718 Bytes geschrieben

You can also set up a cron job for automatic updating.

Note: With the automatic update, the file is overwritten with every update. If you additionally want
to maintain your own blacklist in parallel, you can use the file "_blacklist_user.txt".


https://yourserver.de/formmail_v4/update_blacklist.php?secret=444555
https://ekiwi-scripts.de/antispam/spam.php

Link spam

Spammers want people to visit a website. Therefore, many links often appear in spam messages.
Therefore, the script checks if there are an above-average number of links.

Example of link spam:

Datum:
Name: BrunetteBabelaw
Telefon: 84644476285
eMail: tuftoncar@gmail.com

AnmerkungenWuensche: http://knowledge.skem.
CidREq=MIEGM145&Jin_ W ]
http://apps.tacoma.uw = = n u
https://clubs.london.edy == L] =
0050569d64d5&r=https o u
https://brunette.pro ht
example=SimpleForm&u e E
http://www.vlatkovic.n "
http://hancimuare.com, == L
http://www.allmon.biz/
https://www.creadrean
http://clipart.disneysite n
bannerid=2328%zongid=0& = = - w1

L I = R e P

HTML spam

HTML spam goes in the same direction. HTML tags are often included in the form so that, for
example, a clickable link is created in the email.

Example of HTML spam:

Kontaktformular

Sie haben eine Nachricht von KaryORigh aus
KaryORigh erhalten.

Folgende MNachricht wurde hinterlassen:
Ferienhaus

Osimert (DND_DWBbUNND _D¥:D D+ 80 B%D3) -
PND_DYWbulN (Osimertinib) 3 BDDDD <D DoD:B®
P»D3D= Tagrisso/B4D°DEND _NND:

Osimert (BN BRBUNND DD B+ 80 BLDS) -
BRD DwRbuNN (Osimertinib) 3 D=DpDoDeNNND2D3,
D120°DLND D2D»DUD 1D RD3:Dp D12D°
pD3ANDEN N NDYB0D3LD2RNDLD | DOD-DuRDop°
D2b | B2 P=Dub3pop N, NBpbia NDeBaRDY:



Captcha and time check

Next to the input of the captcha, the captcha also checks the time needed for sending the form.
Spam bots usually fill out the form automatically. If the form is submitted in under 3 seconds, the
form is viewed as spam.

Email template customization

The script contains template files, which are used for the e-mails:

iplock.tct Text-Cluell...
HTT-Datei
n mail_de.htm Firefox HT...

n mail_de_pdf.htm Firefox HT...

b S A0 lefnlfima T n

The "mail.htt" is used for text mails. The .htm files are used for sending HTML mails, respectively for
creating the PDF document.

Please note that the placeholders are still present so that the emails / PDF are created correctly.

File Edit Selection View Go Run Terminal Help mail_de.htm - Visual Studio Code O

mail_de.htm X m M -

mail_de.htm

="g" cellpadding="8" cellspacing="8"

tert

#SUBJECT#

Platzhalter

HEINLEITTEXT#

#PLACEHOLDER#
HMAILTEXTEND#

Ln1,Col1 Spaces:2 UTF-8 LF
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